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Abstract
Encryption (or Secret Writing) ensures that only those that can decrypt encrypted data are the only ones who can view or share information from that data. This lecture will introduce Symmetric Cyphers where the sender and receiver share the same key for encryption and decryption. As examples, we examine Caesar and Vigenere ciphers. This will form the basis to understand more sophisticated methods employing electro-mechanical and computer-based encryption.
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